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ARS Questions

1. What is your role?
   a. Business Manager
   b. Project Manager/Engineer
   c. Design Engineer
   d. Sales
   e. IT
   f. Executive
   g. Other

2. Is cybersecurity a regular part of your project planning?
   a. Yes
   b. No
   c. I don’t know

3. What type of cybersecurity training does your company require?
   a. How to recognize potential phishing emails
   b. Use of unsecured Wi-Fi and/or unsecured thumb drives
   c. Prevention of the loss of intellectual property
   d. Response to attacks on infrastructure
   e. None

4. Does your business have a written Cybersecurity Incident Response Plan?
   a. Yes
   b. No
   c. I don’t know

5. Do you believe that a cybersecurity incident is more likely to be caused by actions from outside or from inside your business?
   a. Outside
   b. Inside